
Below are the two statutes that respond to the person’s question about what is an acceptable ID: 
 

§ 47.1-2. Definitions. 

As used in this title, unless the context demands a different meaning: 

"Satisfactory evidence of identity" means identification of an individual based on (i) examination of one 
or more of the following unexpired documents bearing a photographic image of the individual's face and 
signature: a United States Passport Book, a United States Passport Card, a certificate of United States 
citizenship, a certificate of naturalization, a foreign passport, an alien registration card with photograph, 
a state issued driver's license or a state issued identification card or a United States military card or (ii) 
the oath or affirmation of one credible witness unaffected by the document or transaction who is 
personally known to the notary and who personally knows the individual or of two credible witnesses 
unaffected by the document or transaction who each personally knows the individual and shows to the 
notary documentary identification as described in clause (i). In the case of an individual who resides in 
an assisted living facility, as defined in § 63.2-100, or a nursing home, licensed by the State Department 
of Health pursuant to Article 1 (§ 32.1-123 et seq.) of Chapter 5 of Title 32.1 or exempt from licensure 
pursuant to § 32.1-124, an expired United States Passport Book, expired United States Passport Card, 
expired foreign passport, or expired state issued driver's license or state issued identification card may 
also be used for identification of such individual, provided that the expiration of such document 
occurred within five years of the date of use for identification purposes pursuant to this title. In the case 
of an electronic notarization, "satisfactory evidence of identity" may be based on video and audio 
conference technology, in accordance with the standards for electronic video and audio 
communications set out in subdivisions B 1, 2, and 3 of § 19.2-3.1, that permits the notary to 
communicate with and identify the principal at the time of the notarial act, provided that such 
identification is confirmed by (a) personal knowledge, (b) an oath or affirmation of a credible witness, or 
(c) at least two of the following: (1) credential analysis of an unexpired government-issued identification 
bearing a photograph of the principal's face and signature, (2) identity proofing by an antecedent in-
person identity proofing process in accordance with the specifications of the Federal Bridge Certification 
Authority, (3) another identity proofing method authorized in guidance documents, regulations, or 
standards adopted pursuant to § 2.2-436, or (4) a valid digital certificate accessed by biometric data or 
by use of an interoperable Personal Identity Verification card that is designed, issued, and managed in 
accordance with the specifications published by the National Institute of Standards and Technology in 
Federal Information Processing Standards Publication 201-1, "Personal Identity Verification (PIV) of 
Federal Employees and Contractors," and supplements thereto or revisions thereof, including the 
specifications published by the Federal Chief Information Officers Council in "Personal Identity 
Verification Interoperability for Non-Federal Issuers."  
 

§ 2.2-436. Approval of electronic identity standards. 

A. The Secretary of Commerce and Trade in consultation with the Secretary of Administration, shall 
review and approve or disapprove, upon the recommendation of the Identity Management Standards 
Advisory Council pursuant to § 2.2-437, guidance documents that adopt (i) nationally recognized 
technical and data standards regarding the verification and authentication of identity in digital and 
online transactions; (ii) the minimum specifications and standards that should be included in an identity 
trust framework, as defined in § 59.1-550, so as to warrant liability protection pursuant to the Electronic 
Identity Management Act (§ 59.1-550 et seq.); and (iii) any other related data standards or specifications 
concerning reliance by third parties on identity credentials, as defined in § 59.1-550. 
B. Final guidance documents approved pursuant to subsection A shall be posted on the Virginia 
Regulatory Town Hall and published in the Virginia Register of Regulations as a general notice. The 
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Secretary of Commerce and Trade shall send a copy of the final guidance documents to the Joint 
Commission on Administrative Rules established pursuant to § 30-73.1 at least 90 days prior to the 
effective date of such guidance documents. The Secretary of Commerce and Trade shall also annually 
file a list of available guidance documents developed pursuant to this chapter pursuant to § 2.2-
4103.1 of the Virginia Administrative Process Act (§ 2.2-4000 et seq.) and shall send a copy of such list to 
the Joint Commission on Administrative Rules. 
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